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Cybersecurity professional with hands-on experience in vulnerability management, incident response, and network defense. Brings an analytical mindset, disciplined follow-through, and a deep interest in understanding how systems function and how to protect them. Eager to contribute to a mission-driven team where curiosity, precision, and impact drive secure digital outcomes.

## Education

**SUNY Canton (NSA CAE-CD Designated)** Dec 2025

**Bachelor of Science** – **Cybersecurity,** GPA: 4.0

**Relevant Coursework**: Information Security, Ethical Hacking & Penetration Testing, Incident Response and Disaster Recovery, Digital Forensics, Defense and Countermeasures, Data Communications and Network Technology

**Nassau Community College** 2018

**Associate of Science -** Liberal Arts and Sciences

## Work Experience

**National Video Investment Associate** June 2023 - Present

*Publicis Collective (Pfizer) | New York*

* Executed digital campaign operations in alignment with Pfizer’s compliance standards, supporting secure data handling, process integrity, and audit-ready reporting workflows.
* Maintained detailed documentation of media transactions and performance logs, supporting audit-readiness, transparency, and risk mitigation.
* Conducted advanced data analysis and quality checks to ensure the integrity and security of digital reporting outputs across high-visibility campaigns.
* Collaborated with cross-functional teams to align digital and traditional media systems, troubleshooting discrepancies and flagging data flow issues that impacted reporting accuracy
* Developed reporting dashboards using tools like Tableau and Excel, supporting audit-readiness and helping senior stakeholders make data-driven decisions.

**Sales Consultant** Jan 2016 - March 2023

*AT&T | Queens, NY*

* Provided Tier 1 support for devices, including Windows/Mac systems and Wi-Fi/network configurations, diagnosing issues and delivering secure, customer-friendly solutions.
* Documented repeatable troubleshooting processes into internal knowledge base articles, helping new hires resolve technical issues independently and efficiently.
* Followed strict authentication and device reset protocols to prevent unauthorized access to customer accounts, reinforcing data privacy and company security standards.
* Flagged and reported suspicious account activity (e.g., SIM swaps, device cloning patterns) to internal fraud/security teams, helping prevent identity theft and account takeovers.

## Core Skills

**Technical Tools & Platforms**:

Wireshark, Snort, Burp Suite, Nmap, Wfetch, SQL, Salesforce, Tableau, JIRA, Duo, VoiceThread, Office 365, Linux, Google Workspace, Outlook

**Security & Networking**:

Vulnerability Management, Penetration Testing, Security Policies, Encryption, Intrusion Detection Systems (IDS), Network Traffic Analysis, Information Security, Security Assessments, Root Cause Analysis

**Cybersecurity Fundamentals:**

NIST Cybersecurity Framework, Incident Response Planning, Risk Assessment, Digital Forensics, Security Research, Audit Reporting, Data Protection, Threat Intelligence

**Soft & Transferable Skills**:

Analytical Thinking, Detail-Oriented, Communication, Documentation, Client Support, Problem-Solving, Cross-Team Collaboration

## Certificates

**Data Analyst Certificate** August 2022

Google